Instructions for Gemini Security Certificate Installation

Certificate should be installed in the Trusted Root Certification path. Please follow the steps in the
document attached for installing the certificate.
Step 1:

The certificate is attached as a text file (root.txt). Please change the file type to .cer (root.cer) before
installing.

Step 2:
Double click on the certificate icon.
root.cer

Security Certificate
g 1.71 KB

Step 2:
A window showing details of the certificate appears. Click on the option Install Certificate.
Certificate @ == o
= | Details | Certification Path |
|

g Certificate Information

This certificate is intended for the following purpose(s):

» Ensures the identity of a remote computer

* Proves your identity to a remote computer

* Protects e-mail messages

*» Ensures software came from software publisher

» Protects software from alteration after publication
* Allissuance policies

Issued to: VeriSign Class 3 Public Primary Certification
Authority - G5

Issued by: VeriSign Class 3 Public Primary Certification
Authority - G5

Valid from 08/ 11/ 2006 to 16/ 07/ 2038

Install Certificate...| | Issuer Statement




Step 4:

The Certificate import wizard window appears. Click on the next button.

Welcome to the Certificate Import
Wizard

This wizard helps you copy certificates, certificate trust
lists, and certificate revocation lists from your disk to a
certificate store,

A certificate, which is issued by a certification authority, is
a confirmation of your identity and contains information
used to protect data or to establish secure network
connections. A certificate store is the system area where
certificates are kept.

To continue, click Mext.
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= Back Next = Cancel

Step 5:

The next window that appears allows us to select the certificate store.

ficate Import Wizarc

Certificate Store

Certificate stores are swstem areas where certificates are kept.

Windows can autamatically select a certificate store, or you can specify a location For

f* pautamatically seleck the certificate store based on the bype of certificate

" Place all certificates in the Follawing stare

“erificate stare:

< Back Mexk = Cancel




Step 6:
Select the option Place all certificates in the following store as shown below.

Step 7:
Click on the browse option to select the certificate store.



Step 8:
On the new window that appears select Trusted Root Certification Authorities and click ok.

nterprise Trust

(] Intermediate Certification Authorities
(] Active Directory User Object
_i --Ih_mlsreher

Step 9:
Select the option Next as shown below.



Certificate Store

Certificate stores are system areas where cettificates are kept,

Windows can automatically select a certificate stare, or you can specify a location For

" Automatically select the certificate store based on the type of certificate

' Place all certificates in the following store

Certificate store;

Trusted Root Certification Suthorities Browse, .. |

< Back Mext = || Cancel |

Step 10:

Click on the finish button to complete the certificate installation.

Completing the Certificate Import
Wizard

‘ou have successfully completed the Certificate Import
wizard.

‘fou have specified the following settings:

Certificate Store Selected by User Trusted Root Certific.
Content Certificate

< Back Finish | Cancel

Step 11:




Another window will appear which says the The import was successful. Click ok.

Certificate Import Wize x|

1 ) The import was successful,

OK I

The Security certificate installation is completed successfully.



